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• Instant protection. 
• Precision enforcement.
• Frictionless scalability.

Rodolf SCHMIT
Nordine SEDRATI



Headquarters
Milpitas, CA

Technology
30+ Patents

Solutions
Web App & API Protection

SSL Visibility & Inspection

SSL VPN Remote Access

Load Balancer / Traffic Broker

Global Operations
Americas, Europe, India, Japan +

Markets
Enterprise, Service Providers,

Public Sector

Customers
6000+ Worldwide

Array Networks At-a-Glance



360°

Application

Security

1 – Public-facing web apps

Web app firewall (WAF) guards 

resources exposed to Internet, 

load balancer (ADC) optimizes 

availability and performance

2 – Internal applications

Web app firewall (WAF) guards 

sensitive data against malware 

and ransomware proliferating 

on private networks

3 – Zero trust remote access

SSL VPN application-level 

secure access enables remote 

and hybrid work, governed by 

end-point security, granular 

policies and robust monitoring

INTERNET

PUBLIC

APPS

(DMZ)

ADCWAF

PRIVATE

APPS

(Internal)

VPN

ON-SITE

USERS

REMOTE

USERS

ADCWAF

1

2

3



Flexible 
and scalable

solutions

Physical, virtual 

or cloud

Available for any 

deployment model, 

or adopt a hybrid cloud 

architecture.

• High-performance 

physical appliances

• Virtual appliances for 

flexibility and portability

• Available on popular 

public cloud platforms

As a product or 

as a platform

Deploy WAF, SSLi and 

SSL VPN together, or 

separately for specific 

use cases.

• One-stop-shop for all 

application availability, 

performance, security 

and access services

• Each product available 

as a stand-alone best of 

breed solution

Industry leader 

in SSL-TLS

High performance, 

security hardened SSL 

stack powers all Array 

products.

• Most secure transport 

protocols and encryption 

ciphers

• Efficiently handles 

compute-intensive 

security, optimize cost 

and user experience

SSL-TLS



Product 

Portfolio
Load Balancing, Web Application Security

& Secure Remote Access























AVX Series

App Security

Platform

Purpose Built for VAs

Provide guaranteed performance 

in a shared environment

Run up to 32 networking or 

security virtual appliances

Superior Performance

Hardware-accelerated SSL

HW-like performance SLAs

Maintains SLAs at full density

Simpler Deployment

Automated creation of reserved 

CPU, SSL, memory and I/O fast 

lanes per virtual appliance

KVM-Based Hypervisor w/ Automated & Customizable HW Resource Provisioning

High-performance Architecture w/ HW Resources Reserved per VA

VM VM VM VM VM VM

Vendor Agnostic

Up to 32 

networking or 

security virtual 

appliances 

per platform.WAF VAFW VAFW VAFW VA
WAF, ADC,

SSL VPN VA
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